**Controller**: **University of Veterinary Medicine and Pharmacy in Košice,**

Komenského 73, 04181 Košice(hereinafter referred to as “UVMP”)

Person responsible for personal data protection – contact details: [osobne.udaje@uvlf.sk](mailto:osobne.udaje@uvlf.sk)

1. In the course of activities of the Children's University of Veterinary Medicine and Pharmacy in Košice, the UVMP processes the personal data of the persons concerned:

* a child to the extent specified in the enrolment application (hereinafter referred to as “CHUVMP”):

name and surname, date and place of birth, nationality, medical records (health problems the university should be aware of), permanent residence address, photographs, video or audio-visual recordings.

* the child's legal guardian to the extent of:

name and surname, permanent residence address, telephone number, e-mail.

1. The purpose of processing the personal data of the child as a data subject:
   1. maintaining a list of children enrolled in CHUVMP;
   2. preparation and implementation of educational activities, workshops, competitions and any activities related to the Children's University of Veterinary Medicine and Pharmacy in Košice;
   3. evaluation of this event and presentation of awards, presentation of the diploma to graduates of the CHUVMP in Košice using the child's personal data;
   4. marketing activities of the Controller and sponsors (photos) on their website, in marketing materials, other forms of presentation;
   5. publishing the outputs of the event on the Operator's website.
2. The purpose of processing the personal data of the legal guardian of the data subject:
3. concluding an agreement between the Controller and the child's legal guardian on enrolling at the CHUVMP in Košice;
4. communication with the child's legal guardian;
5. sending information about the courses;
6. sending a diploma after successful completion of courses at the CHUVMP in Košice.
7. The legal basis for the processing of personal data specified in the Application is Art. 6, par. 1, letter (b) Regulation (EU) 2016/679 of the European Parliament and of the Council of 27 April 2016 on the protection of individuals with regard to the processing of personal data and on the free movement of such data (hereinafter “GDPR”).
8. The provided personal data will be stored in accordance with Internal Regulation no. 65 (Registry Rules) for the time strictly necessary for the purpose for which they have been provided and for fulfilling the CHUVMP’s obligations regarding archiving laid down in the relevant legislation.
9. With regard to personal data provided, automated individual decision-making and profiling does not take place.
10. Personal data are no transferred to third countries (outside the EU and the EEA) or international organizations.
11. Rights of data subjects arising from Regulation (EU) 2016/679 of the European Parliament and of the Council of 27 April 2016 on the protection of individuals with regard to the processing of personal data and on the free movement of such data and Act of the National Council of the Slovak Republic no. 18/2018 Coll. on the protection of personal data and on the amendment of certain laws:
    1. the right to request access to the personal data provided, to right to be informed whether personal data is being processed and related information;
    2. the right to have personal data rectified in the event of incorrect or incomplete personal data;
    3. the right to have personal data erased if the legal preconditions for erasing personal data are met (“right to be forgotten”);
    4. the right to restrict the processing of personal data if the legal preconditions for restricting the processing of personal data are met;
    5. the right to the transfer personal data provided to UVMP, provided that the legal preconditions enabling the transfer of personal data are met;
    6. the right to file a motion to initiate proceedings with the Office for Personal Data Protection, the purpose of which is to determine whether the rights of natural persons have been violated in the processing of their personal data or the applicable legislation has been violated.